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Federal Communications Commission Statement

This device complies with FCC Rules Part 15. Operation is subject to the following two conditions:

This device may not cause harmful interference.

This device must accept any interference received, including interference that may cause undesired operation.

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to Part
15 of the FCC Rules. These limits are designed to provide reasonable protection against harmful interference in a
residential installation. This equipment generates, uses and can radiate radio frequency energy. If this equipment
is not installed and used in accordance with the manufacturer's instructions, it may cause harmful interference to
radio communications. However, there is no guarantee that interference will not occur in a particular installation.
If this equipment does cause harmful interference © radio or television reception, which can be determined by
during the equipment off and on, the user is encouraged to try to corect the interference by one or more of the
following measures:

Reorient or relocate the receiving antenna.

Increase the separation between the equipment and receiver.

Connect the equipment to an outlet on a circuit different from that to which the receiver is connected.
Consult the dealer or an experienced radio/TV technician for help.

The use of shielded cables for connection of the monitor to the graphics card is required to assure compliance
with FCC regulations. Changes or modifications to this unit not expressly approved by the party responsible for
compliance could void the user's authority to operate this equipment.

This equipment complies with FCC radiiation exposure limits set forth for an uncontrolled environment. This
equipment should be installed and operated with minimum distance 20cm between the radiator and your body.

Manufacturer's Disclaimer Statement

The information in this document is subject to change without notice and does not represent a commitment on the
part of the vendor. No warranty or representation, either expressed or implied, is made with respect to the
quality, accuracy or fitness for any particular purpose of this document. The manufacturer reserves the right to
make changes to the content of this document and/or the products associated with it at any time without obligation
to notify any person or organization of such changes. In no event will the manufacturer be liable for direct,
indirect, special, incidental or consequential damages arising out of the use or inability to use this product or
documentation, even if advised of the possibility of such damages.  This document contains materials protected
by copyright. Al rights are reserved. No part of this manual may be reproduced or transmitted in any form, by
any means or for any purpose without expressed written consent of its authors. Product names appearing in this
document are mentioned for identification purchases only. All trademarks, product names or brand names
appearing in this document are registered property of their respective owners.

Printed in Taiwan
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Section1 About UWL1120-AP Access Point

Introduction

The UWL1120-AP (11 Mbps WLAN A eess Point) is alongrange, high performance LAN product,
which provides Access Point services to a2,4 GHz RF network and bridges to an Ethernet backbone. The
design of this product is based on AT76C510 (bridge-on-achip) module, ahighly integrated ASIC designed
to combine legacy LANswith wirdless LANs. AT76C510 performsal the necessary inter-networking and
bridging functions. It receives data from both networks, storesthem locally for further processing, ingtals and
maintains connections and tranamits the packets to the proper destination. Furthermore, AT76C510 interfaces
three more modules, the Ethernet PHY , the wirdess PHY and the RAM modules, for alowing compact
system implementation and flexibility for supporting almost al the possible physicd interfaces.

1-1 Features

— Supports 11 Mbps rates with automatic fallback to 5.5, 2 and 1 Mbps

—  For the security issue, the UWL 1120-AP in thefirmware version of 1.4f supports 64/128 Bit WEP
encryption/decryption and Password Setting function.

— Ethernet MAC supports M| interface and 10/100Mbit speeds

— Hardware modulesfor Packet Filtering and statigtics gathering

— Glueless SRAM, Flash interface for data buffering and program storage, supporting up to 16 MB of
memory

— Integrated 2 x 6K x 32 hit internal SRAM modules for fast 32-bit program execution and temporary
dorage of data

— Supports 3V supply

— JTAG Boundary Scan (IEEE 1149.1) test access port for board-level production test

—  Support DHCP Client Function, Building to Building Bridge Function.

— Support MAC Filteing function to avoid the Access Point loading thru connection with the un-permitted
MAC addresses.

— Support Station information to check the association status with which stations.

—  Support Statistic data for the connection.

1-3 Applications

The Serid of LAN products offer afagt, reliable, cos-effective solution, alowing clientsto wirelesdy
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access the network in gpplications such asfollowing:

1. Remoteaccessto corporate networ k information

E-mall, file transfer and termind emulation

2. Difficultto-wire environments

Higtorica or old buildings, asbestos instdlations, and open areawhere wiring is difficultto employ

3. Frequently changing environments

Retailers, manufacturers and banks who frequently rearrange the workplace and change location

4. Temporary LANsfor special projectsor peak time
Trade shows, exhibitions and congtruction sites need temporary setup for ashort time period. Retailers,
arlinesand shipping companies need additiona workstations for a pesk period. Auditorsrequire

workgroups at customer sites.

5. Accessto database for mobileworkers
Doctors, nurses, retailers, white-collar workers need access to database while being mobile in the hospital,

retail store or office campus.

6. SOHO (Small Office and Home Office) users
SOHO users need easy and quick ingtalation of asmall computer network.

1-4 Product Kit

25 8 UWLTI20AP ..o x1
&5 &5 Antenna (fiXed). ... X2
25 25 UWLII20AP Utility CD...eecee e x1
25 25 AJC POWEr AdaPLEN .. ..t e x1
&5 & USB CaDIE. ..ot x1

If any of the listed items are not included or found damaged, please contact your locd deder.



Section 2 Hardware Installation

2-1 Equipment Requirement

Ingtallation of UWL1120-AP requires.
1. AnA/C power outlet (100~240V,50~60Hz) which supply the power for the UWL 1120-AP Access Point

2.A 10/100 Base T (UTP) Ethernet cable drop (R345 connector)

2-2 UWL1120-AP Hardware Installation

Please follow these procedures while setting upthe hardware:
1. Site Selection
Choose a proper place for your UWL1120-AP.
In general, the best location to place your UWL1120-A P is the center of your wireless coverage, with line
of sight to al your mobile stations.
2. Adjust thedirection of the Antenna
Adjust thedirection of the antenna placement toimprove the UWL 1120-AP's performance. Try to place the
antenna.in the position which can best cover its BSS. Normaly, the higher you place the antenna, the better
the performance will be. The character of diversity enhances the receiving sengtivity.
3. Connect the Ethernet Cable
UWL1120-AP can be connected to the 10/100 Base- T Ethernet network. Connect your UTP Ethernet cable
to the R345 connector of the UWL1120-APA Pand connect theother side of UTP Ethernet cableto a hub.
4. Connect the Power Cable
Connect the power adapter cable to the DC5V Power Socket of the UWL1120-AP. ONLY usethe power
adapter supplied with the UWL1120-AP. Otherwise, the product may be damaged.

2-3 Software Limitation

1 DFU Software
Operation System:
Chinese Windows 98/2000/ME, English Windows 98/2000/ME
2  SNMP Software
Operation System:
English Windows 98/NT/ME



Section 3 Configuring UWL1120-AP Access Point

3-1 Installing USB Driver For Access Point

The Wireless Network Access Point UWL 1120-AP can be configured by DFU utility for Wi ndows”
98/2000/ME. Y ou need plug the USB cable with the UWL 1120-AP and the USB dot of the PC to run
DFU.exefor configuring the UWL 1120-AP and setting the setup.

3-1-1 Installing UWL1120-AP USB Driver For Windows® 98

1. Please boot your PC into Windows’ 98.

2. Run DFUzip.exe in UWL1120-AP Access Point utility CD to decompress thefilesinto C:\DFU.

3. Ensure you have followed the procedure as described in the previous section to finish hardware ingtalation.

4. Plug the two sides of the USB cable into the USB dots of UWL 1120-AP and your PC.

5. Windows® 98 will automatical ly detect the UWL 1120-AP and prompt you to install the necessary driver.
Please make sure that the Setup Utility CD isinserted into your CD ROM and dick “Next” to begin the
instalation.

Add New Hardware Wizard

This wizard searches for new drivers for

Unknown Device

A& device diver iz a software program that makes a
hardvare device work.

Cancel

6. SHect “Search for the best driver...” and click “Next”.

wihat do you want Windows to do?

&+ Search for the best driver for your device.
(R ecommended]. H

" Display a list of all the drivers in a specific
lncation, so pou can select the driver you want.

< Back I Mext > I Cancel




7. Sdlect “ Specify alocation” and click “Browsg’. On thewindowsinformation dialog, double-click the
“D:\AP-OEM \USB DRIVER’ folder icon from the list and Windows®98 will automatically enter the path.

Thenclick “Next”.

Add New Hardware Wizard

Windows will search for new diivers in its diiver dalabase
on your haid dive, and in any of the following selested
lacatians. Click Mext to start the search

I~ Eloppy disk diives
™ CD-ROM diive
™ Micrasoft windows Updats

I¥ Specify alocation:

[DNAP-DEMVUSE DRIVER: =
< Back Nets | Cancdl |

8. Windows® 98 will then acknowledge that it has found the appropriate driver and dlick "Next".

9. Windows® 98 will install the driver. Asthe driver files are being copied to the appropriate location, you
will be prompted to insert the Windows® 98 CD.

YWrioes dire Ba seach o ha devee:

OEM BRDGGE DFU CEVICE

‘Windors & nos smady o il e bact dev laribe
e, Chok Back: b kel dlifesst drived. o ook Hest
o cantinus.

Lo of dives

@ CeuiP- DEMMIE BOR — T ERIDDFL HF

5 pak EE: = ]

NOTE: You must insert the Windows®98 CD asthe driver ingtallation requires special filesthat will not be
available, even if you have stored a copy of Windows® 98 source on your hard drive.

10. After Windows® 98 has finished ingtalling the appropriatefiles, click “Finish”.
Add Mew Hardware Wizard

\> OEM BRIDGE DFU DEVICE

“Windows haz finished installing the software that your new
hardware device requires,

Cancel

« Back.




11. From the Control Panel, double-click the“ System” icon.

£ Control Panel [_ O[]
Fle Edt Yien Go Favoies Help
G = &% =
Brck Pz Up Cul  Copy  Faste W
| Address [5 Contiol Panel |
= [FCMOIA] =l
Control & @ @
Power Flinters Regional
Panel Management Settings
System v@ =) 5’%
Provides Sounds System Telephory
system
information
and changes
advanced
settings. -
‘ » Users B
1 object(s) selected | =3 My Computer 7

12. Fromthe* Properties’ menu, plesseselect the” Device M anager” tab. And check the “BRIDGE DFU

DEVICE” device whether it worksfine.

System Properties [7]x]

 View devicesbylipe " Wiew devices by conneation

5} COROM

Disk diives

Display adapters
Floppy disk controllers
Hard disk. controllers
Keyboard

Mouse

DEM DFU Devices
PEMCIA socket
Ports [COM & LPT)

System devices
Uriversal serial bus controller

Ploperties Fefsh | Remove | Pip. |

Cancel

3-1-2 Installing UWL1120-AP USB Driver For Windows® 2000

1. Please boot your PC into Windows’® 2000,

2. Plug the two sides of the USB cableinto the USB dots of UWL1120-AP and your PC.

3. Windows® 2000 will automatically detect the UWL1120-AP and prompt you to install the necessary driver.
M ake sure that the Setup Utility CD isinserted in the CD-Rom drive and click “Next” ontheFound New

HardwareWizard screen to proceed.

ke o B Thn Friind Haw
Hardweaie Wizard

Thi niasad halp: soa wrialbn ceice divar i s
Pl v




4. Sdect “ Search for asuitable driver..” and dlick “Next” to search for the Windows® 2000 driver.
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5. In“Optiond Search Location”, Sdect “CD-ROM Drive” and click “Next”.
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6. Please browse the file as shown in the diaog box, then click “OK”.
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7. Windows’® 2000 is now ready to install the driver. Click “Next” to continue.
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8. After Window<® 2000 has firished ingdling the appropriatefiles, click “Finish”.

Complading The Foind Ko
Harttwrars Wheard
OF M RRDEE FLICECE

‘Aot P i it i ook bt ik v

T cton fa moad. des Frach

]

9. FromtheControl Panel, doubleclick the* System” icon.
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10. From the “Properties’ menu, pleaseselect the Device Manager” tab. And check the “BRIDGE DFU

DEVICE" device whether it worksfine.
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3-1-3 Installing UWL1120-AP USB Driver For Windows® Millennium

1. Please boot your PC into Windows Millennium.

2. Plug the two sides of the USB cableinto the USB dots of UWL1120-AP and your PC.

3. Windows® ME will automatically detect the UWL 1120-AP and prompt you toinstall the necessary driver.
Sdect “ Automatic Search for abetter driver (Recommended)” and click the“Next” button to continue.
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4. Windows will now install the driver files. Click “Finish” when completed.
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6. From the* Properties’ menu, please select the “ Device Manager” tab. And check the “BRIDGE DFU

DEVICE” device whether it worksfine.
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3-2 UWL1120-AP Access Point DFU Utility

3-2-1 DFU (USB Configuration Utility) Utility Installation

1. Pleaseinsert the driver and utility CD for the ingtallation and click the “ Access Point” to

3. A message will prompt to inform you the status. Please click “Next” for further processing.

Sl L Vi | et vl s b AL i
Prouni T ool i |1y amd Divape

T e b ol it Ao P LB
Lt s Uiy SexcUacictass Pord SHAP Coafia e
:,:I.l.;n.l Y Y [y

4. Please browse the fileshownin thedialog box, then click “Next”.
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5. The PCwill start toingtall the USB Utility and show theinstallation complete status.
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6. The configuration utility will be shown ingtalled. Please click “Yes' to restart your PC and then click the
“Finish”.
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3-2-2 DFU (USB Configuration Utility) Utility Configuration

Click " Start” then, “Program” folder, you will find icon, please pressicon “DFU” to execute program.

Click “Badic Setting” “Advanced” “IP Setting” “WEP” “About” Tab to change other function.

1. The"Status’ Tab, it will show the Wireless Network Access Point current status.
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Working Status: Thiswill display the connection situation to notify any connection problem.




Regulation Domain: It will display the current domain operated with FCC from 1 to 11 channels.
Firmware Version: It will display the current firmware version of this Access Point.
Ethernet Address Thiswill display the MAC ID address of the Access Point.
ESSID : Thiswill display the name that is shared with dl the stations in your wireless network system.
Channel: Thiswill display the current working channd in which the AP and the with it associated stations
work.
WEP: Thiswill display the status of encryption protocol. It will read “ Dissbled”, if the WEP encryption
protocol is not enabled. Wheniitisin use, it will show “Enabled”.
Reconnect: This button isto be clicked for reconnect AP, if the connection is broken. The parameter date
will be reread and retrieved.
Restor e Default: To dlick this button the default values will be restored and any setting you may have
changed thru the DFU utility will be lost.
If you had changed any configuration, pleaseclick “ Apply” Button.

2. The“Basic Setting” Tab, you can change ESSID, Channdl.
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ESSID: ESSstandsfor “Extended Service Set”. The ESSID isthe name shared among all pointsina
wireless network system. The ESSID mugt beidenticd for dl pointsin the system and must not
exceed over 30 characters. After changing, pleaseclick “Apply” button for setup. Default will be
“OEM".

Channel: Thevaue of channd can be sdlected from channd 1 to 11 for the FCC domain and between
channds 1 to 13 far ETSI domain.

AccessPoint Name: you may assign any name for this Access Point, just easy to memory and unique.

If you had changed any configuration, pleese dick “Apply’ Button.

7. The“Advanced” Tal you can change “ Authentication Type” “Preamble Type’ and “Basic Rae’.

14
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Fragmentation Threshold: The value indicates how much of the network resources devoted to
recovering packet errors. The value should remain a its default setting of 2432 bytes. If you have
decreased this value and experience high packet error rates, you can increeseit again, but will likely
decrease overdl network performance.

RTS Threshold: Thevaue should remain on itsdefault setting 2432 bytes. If you encounter any date
flow, only minor modifications are recommended.

Authentication Type: It can be selected for “Open System”, “ Shared Key” or “Both” for the indication
of an authentication algorithm. “ Shared Key” isto be selected while the WHEP for PC card and
Access Point are both enabled and setup with the same passphrase key. And “Open System” isfor
disabled WEP in Wireless Network system.

Please note that the Authentication Type setting for the Access Point and wireless Client side should
be the same.

PreambleType: Thereisthe“Long” or “Short” sdection to ensure that systems receiving the
informetion correctly interpret when the data transmission starts. To sdect “long” Preamble may be
used to minimize overhead and “Long” to maximize the network data throughput. The default vaue
will be st for “Long”.

Basic Rate: Thebasic transfer rateisto set based on the speed of the wireless network system. For
dower network system isto be selected 1-2 Mbpsand faster network 1-2-5.5-11 Mbps.

Antenna Diversity: Thisoption is defined that either one or both antennas are used for the transmission
or recelving. The default value is for “Both”, it means the two antennas will work together by
transmission and receiving which can especialy back up each other by receiving no matter where
the wirdess signal's come from.

Operational Mode: Inthis option the user can have the chanceto let the two access points communicate

with each other.
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Access Point: This mode provides access for wireless stations to wired LANs and from wired LANs
to wireless stations. Furthermore, wireless station within the range of the Access Point device may
communicate with each other viathe Access Point. In this option the Access Point is as abase gation

to build up abasc Wirdess Loca Area Networking.
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Access Point Client: In this option, the Access Point can be abase station inaWLAN system, but
aso asaclient station to communicate with other stationsin the WLAN system. In this option
please typein the“Preferred BSS' for the WLAN network system which it wantsto joinin.

Dperational Mode

 Access Point
Frefered BSS

 Access Paint Client IUU 04 B4 0E 1F1C

Femote MAC Addiess

& Pairt to Point IDD 04 B4 0E1F 1C

" Point to MuliPaint

Wiredess Bridge: This mode dlows the connection of one or more remote LANswith acentra
LAN, creeting thus an extended single virtua LAN. In thisway, ary station of the Remote LAN
can successfully communicate with any station of the central LAN, asif dl of them belonged to the
same physical LAN. Wireless station can't associate with wireless bridges. The Access Point
conducts the designated traffic to the appropriate wired or wireless sation.

Point to Point: Thismode alows only two individual LANSto be connected through two Wireless



Bridges, creating thus the optimum connection between the two LANS. Packets from any station of
the LAN to agtation of the same LAN never crossto the other LAN.
For operating this function, theRemote M AC Address must be setup. The user hasto type the
MAC address of another Access Point in this column, with which his Access Point will connect.
Point to Multipoint:
Thisfunction alow one Access Point to communicate with more than one Access Points.

Auto Rate Fall Back setting dlows you to have flexible automatic data rate adjustment according to the

connection situation.

If you had changed any configuration, plesse dick “Apply’ Button.

8. The" I P Setting” Tah, you can change“IP address’ and “1P mask.
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IP Address: The P address of Wireless Network should be different as the network 1P addresses.

IP Mask: The value should be same as the Subnet Mask address of wirdess Network |P address.

DHCP Setting: If DHCP Client isenabled, the IP Address Field displaysthe |P Address that was
dynamically assigned to the Access Point by the network DHCP server. Sdect the Primary Port
which isthe interface that determines the DHCP server from Ether net Port or Wir el ess Port and
press“OK”. If the network server failed to give an | P Address to the Access Point, then the Access
Point IP Addressisthe default one.

IP Filtering: Enable/Disable the possibility to alow only 1P Protocol packets to pass through the WLAN
and any other protocol packetsfiltered out.

Gateway: The Gateway |P Address of Network can be shown in this column.

If you had changed any configuration, please dick “Apply’ Button.

9. The“WEP” Tab, Wired Equivaent Privacy isadata privacy security mechanism based on a40 bit shared
key dgorithm.
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WEP(ON/OFF): With “ Disabled” the WEP function will be not active. If you wish to utilize the WEP
function, plesse sdlect “Enabled”.

Passphrase: To generate the key, if the WEP is enabled. Thisisthe code used while awireless pointisto
log on to the network thru the WEP encryption function. All pointsin the Wireless Network system
have to have the same key shared which is set with amaximum of 32 aphanumeric characters.

WEP Key Setting: This setting key isto configure the WEP ercryption in the wireless network system. To
generate the key, please insert the same PassPhrase in the field and dick the“Doné’ to create the
encryption key which must be same asthe every points on the Wireless Network system. Then Click
the “Apply” to store the setting keys.

Authorized Mac: For Security reason the Access Point has the ahility to associate with authorized MAC
Addresses stations, if the Authorization Table option is enabled. Only the authorized MAC Addresses
in this table can communicate with this Access Point. Thus, under the Authorized MAC Address option

you many press the following botton :
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TheL oad file button isto load afile with the MAC Addresses that can be associated with the Access
Point. The user can type in the MAC Addresses which are permitted to accessinto thisWLAN
network.
TheDownload button isto download the Authorized MAC Addressto the Access Point.
TheGet Flash buttmisto get thelist of the Authorized MAC Addresses from the Access Point.

1 Please Cregte atext file (eg. MAC.txt) usng Notepad or some other text editor files.

2 Enter the 10 digit MAC address of the wirdess clients which are authorized to be connection with

thisAccessPoint.



3. Savethe File and dso make sure the path to this saving file.

4, Click the“Load file" button. A Screen will ask you to browse thefile (MAC.txt). Once you have
loaded thefile, you can highlight it and click open. Then al the MACs which you saved in thefile
(MAC.txt) will be shown on the screen.

5. Click the“Download” button to save dl the MAC addressesinto the Authorized MAC table.

6. After the download is successful, please click “ Closé’ button and then the “ Apply” button in the
WEP tab.

7. If you decide to entry or delete the authorized MAC addresses, please just repeat the step from 4-6.

Password Setting: For the security reason the user can setup the Password for any log into hisWLAN
system to be connected with the Access Point. Y ou can sdlect for “Read/Write” or “Read Only”. With

the authority for “ Read/Write” the users can setup or modify the password as they want.

& Fead/wiite

Mew Passward
Confirm Password

™ Read Only

ey Bassward
[Earifitrn Bassword

Ok I Cancel |

If you had changed any configuration, pleaseclick “ Apply” Button.

7. The*About” Tab, it isthe trademark and USB configuration utility version.
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3-3UWL1120-AP Access Point SNMP Manager Utility

3-3-1 SNMP Manager Utility Installation

1. Pleaseinsart the driver and utility CD for the installation and click the “ Access Point” to

2. The AccessPoint will start to prepare the Install Shield Wizard for the setup process.




3. A message will prompt to inform you the status. Please click “Next” for further processing.
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4. Please browse thefile shown in the did og box, then click “Next”.
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5. ThePCwill start to install the USB Utility and show the installation compl ete status.
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6. The configuration utility will be shown ingtdled. Please click “Yes’ to restart your PC and then click the
“Finish”.
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3-3-2 SNMP Manager Utility Configuration

1 Click “Start” then, “Program” folder, you will find icon, please pressicon “ SNMP Configuration Utility:
To execute the program.
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2. Pleasekey in“1P Address’ for your AP. (Default IP: 192.168.1.250) and type the password, if you have
any password setting and then click “OK™”.
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Click “Status’ “Basic Setting” “Advanced” “IP Setting” “WEP” “ About” Tab tochange other function.

2 The"Status’ Tab, thiswill display the current wireless connecting status.
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Working Status: Thiswill display the connection Stuation to notify any connection problem.

Regulation Domain: It will display the current domain operated with FCC from 1 to 11 channels.

Firmware Version: It will display the current firmware version of this Access Point.

Ethernet Address: Thiswill display the M AC ID address of the Access Paint.

ESSID : Thiswill display the name that is shared with all the stationsin your wireless network system.

Channel: Thiswill display the current working channel in which the AP and the with it associated stations

work.

WEP: Thiswill display the status of encryption protocal. It will read “Disabled”, if the WEP encryption
protocol isnot enabled. When it isin use, it will show “Enabled”.



Reconnect: Thishbutton isto be clicked for reconnect AP, if the connection is broken. The parameter date
will be reread and retrieved.

Restor e Default: To dlick this button the default values will be restored and any setting you may have
changed thru the DFU utility will be logt.

Find AP : This submenu alows you to find and connect with an Access Point without the necessity of
knowing its|P Address. Choose this submenu in order to find the Access Point available for
connection. Select one of the available Access Pointsand press “ Connect” . Thenit will appear
indicating the IP Address of the selected Access Point and prompting you to select Authority and
to write the appropriate password at the Community field. Please key in the password, then press
“OK” for enter into thisWLAN system.
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If you had changed any configuration, pleese dick “ Apply” Button.

3 The“Basic Setting” Tah, you can change ESSID, Channd .
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ESSID: ESSstandsfor “ Extended Service Set”. The ESSID isthe name shared among all pointsina
wireless network system. The ESSID must be identical for al points in the system and must not
exceed over 30 characters. After changing, pleaseclick “Apply” button for setup.

Channel: Thevaue of channd can be sdlected from channd 1 to 11 for the FCC domain and between
channds 1 to 13 for ETS domain.

AccessPoint Name: you may assign any namefor this Access Point, just easy to memory and unique

If you had changed any configuration, pleese dick “Apply’ Button.



4. The" Advanced” Tal you can change “ Authentication Type’ “Preamble Type’ and “Basic Rate”.
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Fragmentation Threshold: The value indicates how much of the network resources devoted to

recovering packet errors. The value should remain at its default setting of 2432 bytes. If you have
decreased this vaue and experience high packet error rates, yal can increase it again, but will likely
decrease overdl network performance.

RTS Threshold: The vaue should remain on its default setting 2432 bytes. If you encounter any date
flow, only minor modifications are recommended.
Authentication Type: It can be selected for “Open System”, “ Shared Key” or “Both” for the indication
of an authentication agorithm. “ Shared Key” isto be selected while the WEP for PC card and

Access Point are both enabled and setup with the same passphrase key. And “Open System” isfor
disabled WEP in Wireless Network system.

PreambleType: Thereisthe“Long” or “Short” sdection to ensure that systems receiving the
information correctly interpret when the data transmission starts. To sdect “long” Preamble may be
used to minimize overhead and “Long” to maximize the network data throughput. The default vaue
will be st for “Long”.

Basic Rate: Thebasic transfer rateisto set based on the speed of the wireless network system. For
dower network system isto be selected 1-2 Mbpsand faster network 1-2-5.5-11 Mbps.

Auto Rate Fall Back setting dlows you to have flexible autometic data rate adjustment according to the
connection Situation.

Operational Mode: Inthisoption the user can have the chanceto let the two or more access points
communicate with each other.

Dipn ratrmal Wade

Access Point: Thismode provides accessfor wireless stationsto wired LANsand from wired LANs
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to wireless stations. Furthermore, wirel ess station within the range of the Access Point device
may communicate with each other viathe Access Point. In this option the Access Pointisasa
base gation to build up abasic Wirdess Local AreaNetworking.
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AccessPoint Client: Inthis option, the Access Point can be abase station inaWLAN system, but
also asaclient station to communicate with other stationsin the WLAN system.

Oppstinnal Mode
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Wireless Bridge: This mode dlows the connection of one or more remote LANswith acentral
LAN, creating thus an extended single virtual LAN. In thisway, any station of tre Remote
LAN can successfully communicate with any station of the central LAN, asif al of them
belonged to the same physical LAN. Wireless station can't associate with wirdess bridges. The
Access Point conducts the designated traffic to the gppropriate wired or wireless station.

Point to Point: This mode alows only two individua LANsto be connected through two
Wirdess Bridges, creating thus the optimum connection between the two LANS. Packets
from any station of the LAN to astation of the same LAN never cross to the other LAN.
For operating this function, the Remote M AC Addressmust be setup. The user hasto type
the MAC address of another Access Point in this column, with which his Access Point will
connect.

Point to Multipoint:
Thisfunction a low one Access Point to communicate with more than one Access Points.
If you had changed any configuration, pleese dlick “Apply’ Button.

5. The"IP Setting” Tab, you can change“IP address” and “IP mask.
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IP Address: The IP address of Wireless Network should be different as the network | P addresses.

IP Mask: The value should be same as the Subnet Mask address of wireless Network |P address.

DHCP Setting: If DHCP Client isenabled, the IP Address Fidd displays the |P Address that was
dynamically assigned to the Access Point by the network DHCP server. Select the Primary Port
which isthe interface that determines the DHCP server from Ether net Port or Wir el ess Port and
press“OK”. If the network server failed to give an | P Address to the Access Point, then the Access

Point IP Addressis the default one.

IP Filtering: Enable/Disable the possibility to alow only IP Protocol packets to pass through the WLAN
and any other protocol packets filtered out.

Gateway: The Gateway |P Address of Network can be shown in this column.

If you had changed any configuration, please dlick “Apply’ Button.

6. The“WEP" Tab, Wired Equivalent Privacy isadata privacy security mechanism based on a40 bit shared
key dgorithm.
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WEP(ON/OFF): With “Disabled” the WEP function will be not active. If you wish to utilize the WEP

function, please sdect “Encbled”.

Passphrase: To generate the key, if the WEP is enabled. Thisisthe code used while awirdess point isto
log on to the network thru the WEP encryption function. All pointsin the Wireless Network system
have to have the same key shared which is set with amaximum of 32 aphanumeric characters.

WEP Key Setting: This setting key isto configure the WEP encryption in the wireless network system. To



generate the key, please insert the same PassPhrase in the field and click the “Done” to create the
encryption key which must be same as the every points on the Wireless Network system. Then Click
the“Apply” to store the setting keys.

Authorized Mac: For Security reason the Access Point has the ahility to associate with authorized MAC

Addressesstations, if the Authorization Table option is enabled. Only the authorized MAC Addresses
from the wirel ess stations can associate with this Access Point. Thus, under the Authorized MAC
Address option you many press the following bottom :

TheL oad file button isto load afile with the MAC Addresses that can be associated with the Access
Point. The user can typein the MAC Addresses which are permitted to accessinto tis WLAN
network.

The Download button isto download the Authorized MAC Addressto the Access Point.

TheGet Flash button isto get thelist of the Authorized MAC Addresses from the Access Point.

1 Please Creste atext file (eg. MAC.txt) using Notepad or some other text editor files.

2 Enter the 10 digit MAC address of the wireless clients which are authorized to be connection with
thisAccessPoint.

3 Savethe File and dso make sure the path to this saving file.

4. Click the“Load file” button. A Screenwill ask you to browse thefile (MAC.txt). Once you have
loaded thefile, you can highlight it and click open. Then dl the MACswhich you saved in thefile
(MAC.txt) will be shown on the screen.

5. Click the“Download” button to save dl the MAC addressesinto the Authorized MAC table.

6. After the download is successful, please click “ Close’ button and then the “ Apply” button in the
WEP tab. Please do remember to click “Apply” button, if you only click “Close” button, al the
MAC datawhat you have done, will get lost

7. If you decide to entry or delete the authorized MAC addresses, please just repeat the step from 4-6.

Password Setting: For the security reason the user can setup the Password for any log into hisWLAN

system to be connected with the Access Point. Y ou can select for “Read/Write” or “Read Only”. With
the authority for “ Read/Write” the users can setup or modify the password as they want.



Password Setting x|

& Fead/wiite

Mew Passward
Confirm Pazsword

" Read Only

Ider Passwand
[Earifitrn Bassword

0K I Cancel |

If you had changed any configuration, pleese click “ Apply” Button.

7. The“About” Tab, it isthe trademark and USB configuration utility version.
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Stations: Thru this option the user can know how many stations are connecting with this Access Point.

The connected stations MAC Addresseswill beindicated in thelist.

Assncasted 5 helinng

e

Statistics: The submenureports the statistics concerning the unit’ sWireless/ Ethernet Activity.
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TrapLog: This option provides information fro the trap message. From which the user can see additiond
information for every Trap Message.

Appendix A Network Configuration

A-1 Network Topology

Ad-Hoc Mode
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Fg.1- AdHoc Wirdess LAN
An AdHoc wireless LAN is a group of computers, each equipped with one LAN adapter, connected as
an independent wireless LAN. Computers in a specific Ad-Hoc wireless LAN must be configured at the
sameradio channd and ESSID.



Ad-Hoc wirelessLAN is applicable a a departmental scale for abranch or SOHO operation.
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Fg. 2 An Example of Infrastructure WirdessLAN

UWL1120-AP provides access to a wired LAN for wireless workstations. An integrated wireless and
wired LAN is called an Infrastructure configuration. A group of LAN PC users and a UWL1120AP
Access Point construct a Basic Service Set (BSS). Each LAN PC inthe BSS can talk to any computer in

thewired LAN infrastructure viathe UWL 1120-AP Access Point.
Infrastructure configuration not only extends the accessibility of aLAN PC to thewired LAN, but also

doubles the effective wirdesstransmission range for 2 LAN PCs. Since UWL 1120-AP is able to forward

datawithin its BSS, the effective transmission rangein an infrastructure LAN is doubled.
BSS ID s, in essence, the ID of each independent UWL1120-AP. All LAN PCs configured without

roaming optionsin the independent BSS must be configured with theBSS 1D of the UWL1120-AP.
Infrastructureis gpplicable in an enterprise scale for wireless access to central databass, or wireless

accessfor mobileworkers.

A-2 Roaming
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Fig 3 Roaming inan Extended Service Set (ESS)
An Infrastructure configuration also supports roaming capability for mobile workers. More than one BSS
can be configured to be an Extended Service Set (ESS). On account of a continuous connection to the
network, userswithin an ESS canroam fredly. All LAN PCsand UWL1120-APswithin one ESS must be
configured with the same ESS ID and & the same radio channdl.



Appendix B Specifications

UWL 1120-AP A ccess Point

Wired Interface Ethernet, 10/100 BaseT
Wirdess Interface | EEE 802.11b standard Wireless LAN
Frequency Band 2 412~2.462 GHz (FCC, Canada)

2.412~2472 GHz (ETS))
2.412~2.472 GHz (Japan STD-T60)

2.484 GHz (Japan STD-33) (Customized)

RF Technology Spread Spectrum Direct Sequence
(DSSS)
Channds FCC: 1-11 channds

ETSI : 213 channds
Japan STD-T66 : 113 channds

Japan STD-33: 14 th channd only




Appendix C Glossary

AccessPoint ?  Aninternetworking device that seamlesdy connects wired and wireless networks.

Ad-Hoc ? An Ad-Hoc wireless LAN is a group of computers each with LAN adapters, connected as an
independent wireless LAN.

Authentication Type ? Indication of an authenticat ion algorithm which can be supported by this node:

1. Open System : Open System authentication is the Smplest of the available authentication agorithms.
Essentidly it isanull authentication agorithm. Any station that requests authentication with this
dgorithm may become authenticated if dot11AuthenticationType at the recipient sation is set to Open
System authentication.

2. Shared Key : Shared Key authentication supports authentication of STAs as either amember of those
who know ashared secret key or a member of those who do not.

Open System authentication is the default authentication agorithm.

Backbone ? The core infrastructure of a network. The portion of the network transports information from one
central location to another central location where it isunloaded onto aloca system.

Basc Rate ? thedatarate of the AP with the value 1,2,5.5 or 11 Mbps for your sdection.
Bridge ? Aninternetworking function that incorporates the lowest 2 layers of the OSl network protocol model.

BSS ? BSSdandsfor “Basic Sarvice S&t”. Itisan Access Point and dl the LAN PCsthat associated withiit.

Channel ? The AP andthewith it associated stations will work in this channel. Y ou must set the channe by
conaulting Appendix B fromviolating the Specifications.

DSSS ? direct sequence spread spectrum

ESS ? ESS gands for “Extended Service Set”. More than one BSS is configured to become Extended Service
Set. LAN mobile users can roam between different BSSsinan ESS.

ESSID ? Ininfragtructure association , the stationswill link to the AP with the same ESSID asthey have.

Ethernet ? A popular local area data communications network, originally developed by Xerox Corp., that
accepts transmission from computers and terminals. Ethernet operates on a 10 Mbps baseband transmission rate,
using ashielded coaxia cable or over shielded twisted pair telephonewire.

Ethernet IP Addressand SubMask ? Please setup them to match your network environment.

3B



For example: If your |P addressis 192.168.99.127 and your SubMask is 255.255.255.0. Please set the
|P address of the AP to 192.168.99.xx which will not haveconflict with other |P address
and s=t the SubMask of the AP to 255.255.255.0.

Ethernet MacAddress ? Don't changeit, asthiswill disable the AP.

Infrastructure ? Anintegrated wirdless and wired LAN is called an Infrastructure configuration.
PLCP ? physical layer convergence protocol
PPDU ? PLCP protocol data unit

Preamble Type ? During transmission, the PSDU shdl be gppended to a PL CP preamble and header to create
the PPDU. Two different preambles and headers are defined : the mandatory supported long preamble and header
which interoperates with the current 1 and 2 Mbit/s DSSS specification as described in IEEE Std 802.11-1999,

and an optiond short preamble and heeder. At the receiver, the PLCP preamble and header are processedtoad in
demodulation and delivery of the PSDU. The optional short preamble and header isintended for gpplication where
maximum throughput is desired and interoperability with legacy and non short preamble capable equipment is not
condderation. That is, it is expected to be used only in networks of like equipment that can dl handle the optiona
mode. (|EEE 802.11b standard)

PSDU ? PLCP savice data unit

Roaming ? A LAN mobile user moves around an ESS and enjoysa continuous connection to the Infrastructure
network.

RTS Threshold ? Transmitters contending for the medium may not be aware of each other. RTS/ICTS
mechanism can solve this “ Hidden Node Problem’”. If the packet size issmaller than the preset RTS Threshold
size, the RTS/ICTS mechanism will NOT be enabled.

WEP ? Wired Equivaent Privacy (WEP) is an encryption scheme used to protect wireless data communication.
To enable theicon will prevent other stations without the sam e WEP key from linking with the AP.



